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¶ Address; 

¶ Full postcode; 

¶ Phone number; 

¶ Fax number; 

¶ Mobile number; 

¶ Email address;  

¶ NHS number; 

¶ National Insurance number; 

¶ Other identifying reference numbers or codes, e.g. student ID, staff ID, 

passport number, driving licence number; 

¶ Device attributes or serial numbers; 

¶ Location data, including GPS data; 

¶ Digital identifiers, such as IP addresses, and website URLs;  

¶ Biometric elements, including finger, retinal, and voiceprints; 

¶ Names of relatives, friends or colleagues; 

¶ Photographs/video showing face or other distinguishing features. 

Email addresses stored in REDCap for the purpose of emailing questionnaires to 

participants 





/research-services/research-data-management/managing-your-data/uor-redcap
/imps/data-protection/data-protection-and-research
https://ukdataservice.ac.uk/learning-hub/research-data-management/
https://ukdataservice.ac.uk/learning-hub/research-data-management/
https://ico.org.uk/media/1061/anonymisation-code.pdf


https://www.methodologyhubs.mrc.ac.uk/files/7114/3682/3831/Datasharingguidance2015.pdf
https://www.methodologyhubs.mrc.ac.uk/files/7114/3682/3831/Datasharingguidance2015.pdf
https://doi.org/10.1136/bmj.c181

